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• Seek quality assurance in the secondary market. You may wish to purchase used or discounted 

products from a reseller. However, the differences between reasonable packaging and content 
irregularities and counterfeits may be too subtle to detect. Avoid counterfeits in the secondary market 
by asking for details about your supplier’s quality assurance processes. Reputable and reliable 
resellers have comprehensive inspection and authentication procedures and technicians to inspect the 
equipment they sell. 

• Report questionable spam and faulty products. Consumers can play an important role in 
keeping the market free of fakes by acting as a source of investigatory clues for U.S. brand owners. If 
you receive spam that directs you to a suspicious Web site, report the information to the brand owner 
and to the authorities. If you suspect you’ve purchased a counterfeit or pirated product, notify the 
brand owner and contact the place of purchase for an exchange or reimbursement. Report unsafe 
products to the Consumer Product Safety Commission by calling 800-638-2772 or by visiting their 
Web site, www.cpsc.gov/cgibin/incident.aspx. Many counterfeit and pirated goods are the product of 
complex illegal manufacturing and distributing operations. If you suspect an intellectual property 
crime, report it to the National Intellectual Property Rights Coordination Center at 
www.ice.gov/pi/cornerstone/ipr or to local law enforcement. 

• Be vigilant when buying abroad. While many international businesses offer unique products that 
are unavailable or hard to find at home, in certain foreign markets counterfeit and pirated products are 
even more prevalent than in the United States. The U.S. Department of State publishes travel 
advisories that may alert you of known counterfeits appearing in your destination country 
(http://travel.state.gov). Be aware that U.S. Customs officials have the authority to confiscate 
counterfeit products upon reentry into the United States. Also, when shopping on international Web 
sites, look for trusted vendors that use identifiable privacy and security safeguards and have 
legitimate addresses. 

• Teach your kids about counterfeits. Educate your children about the dangers of fake products 
regarding their safety and the livelihood of the businesses that make the products they enjoy. Teach 
children to shop with legal and safe retailers both in local stores and online. Watch for Internet 
retailers’ compliance with the Children’s Online Privacy Protection Act 
(www.ftc.gov/privacy/privacyinitiatives/childrens.html), which requires that online businesses use 
additional safeguards to protect the personal information of people under 13. Finally, ask children to 
check with a parent before giving out personal or family information online. For more resources on 
educating children, visit www.uspto.gov/go/kids. 

• Warn friends and family of illegitimate product sources. Word of mouth is one of the best ways 
to spread information about dangerous and defective products and those who sell them. By talking 
about this problem, you may also learn where your friends and family have found reliable, safe, 
affordable, and legitimate alternatives. 

• Trust your instincts. As always, beware of a purchase that is “too good to be true.” If you are 
uncomfortable with the circumstances of your purchase—such as price, venue, lack of a sales receipt 
or warranty information, or, most importantly, a vendor’s unwillingness to answer simple questions 
about the source of the products for sale—use your common sense and walk away. For more 
information, visit www.lookstoogoodtobetrue.com. 

 

To learn more about what government and industry are doing to fight counterfeiting and piracy, 
visit www.stopfakes.gov or www.thetruecosts.org. 
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